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1
Introduction
This contribution adds questions and interim agreements for 256-bit cryptographic algorithms. 
It is expected that quantum-safe is important for NG. So it is preferred to support 256-bit cryptographic algorithms as early as possible. 

It is proposed to support 256-bit cryptographic algorithms in the first release of NG if the 256-bit cryptographic algorithms can be ready before the deadline of phase 1.
2
Proposal
It is proposed to approve below pCR. Since all texts are new, revision mark is not used.
**********************Begin of changes********************************
E.X 
Questions and Interim Agreements for security area #17

E.X.Y
Questions and Interim Agreements for 256-bit cryptographic algorithms

E.X.Y.1
Choice for 256-bit cryptographic algorithms
E.X.Y.1.1
Description of Question
Question: Is 256-bit crypto algorithms to be standardised in phase I? 
E.X.Y.1.2
Interim Agreement
It is agreed that 256-bit cryptographic algorithms is standardised in phase I.
*********************************End of changes*******************************
